


























 

IEEE Spark Challenge: Cybersecurity 
 

Think you know IEEE Spark? Test your knowledge of engineering, computing and technology 
with the IEEE Spark Challenge!  
 
1) Malicious code that copies itself and spreads to other computers without the use of a 

host file is known as a:  
a. Trojan 
b. Virus 
c. Hoax 
d. Worm 

 
2) In what decade was the first worm released?  

a. 1960’s 
b. 1970’s 
c. 1980’s 
d. 1990’s 

 
3) Which are common techniques of cyber criminals?  

a. Finding and exploiting a product’s back door 
b. Physically tampering with a computer or network  
c. Escalating an attacker’s privilege level on a network 
d. Making a machine or network data unavailable to its users 
e. all of the above 

 
4) Spoofing involves an attacker using false data to pretend to be another person. 

a. True 
b. False 

 
5) Clickjacking attacks that trick a user into clicking on a button or link on one webpage 

while they think they are clicking on another in order to hijack a user’s keystroke are 
also known as:  

a. Interface redress attacks 
b. Spoofing 
c. Phishing 
d. None of the above 

 



6) Virtual Dispersive Networking (VDN) is a technique developed to protect against:  
a. Phishing 
b. Spoofing 
c. Man-in-the-Middle attacks (MiM) 
d. Clickjacking  

 
7) Technologies that analyze phone calls to identify malicious behavior are known as:  

a. Bioprinting technologies 
b. Phoneprinting technologies 
c. 3D call printing technologies 
d. Audio Imprinting technologies 

 
8) A computer or network site that is created to attract hackers, allowing security experts 

to gather information on attacks and hackers is known as a: 
a. Jam jar 
b. Honeypot 
c. Syrup sieve 
d. Sugar bowl 

 
9) Redirecting traffic in order to record and analyze the efforts of hackers is known as:  

a. Lagooning 
b. Hollowing  
c. Quicksanding 
d. Sinkholing  

 
10) Seventy-one percent of passwords appear on the list of the top 1000 passwords. 

a. True 
b. False 

 
 
 
 
 
 
 
 
 
 



IEEE Spark Challenge: Cybersecurity 
Answer Key 

Think you know IEEE Spark? Test your knowledge of engineering, computing and technology 
with the IEEE Spark Challenge!  
 
1) Malicious code that copies itself and spreads to other computers without the use of a 

host file is known as a:  
a. Trojan 
b. Virus 
c. Hoax 
d. Worm 

 
2) In what decade was the first worm released?  

a. 1960’s 
b. 1970’s 
c. 1980’s 
d. 1990’s 

 
3) Which are common techniques of cyber criminals?  

a. Finding and exploiting a product’s back door 
b. Physically tampering with a computer or network  
c. Escalating an attacker’s privilege level on a network 
d. Making a machine or network data unavailable to its users 
e. all of the above 

 
4) Spoofing involves an attacker using false data to pretend to be another person. 

a. True 
b. False 

 
5) Clickjacking attacks that trick a user into clicking on a button or link on one webpage 

while they think they are clicking on another in order to hijack a user’s keystroke are 
also known as:  

a. Interface redress attacks 
b. Spoofing 
c. Phishing 
d. None of the above 

 
 



6) Virtual Dispersive Networking (VDN) is a technique developed to protect against:  
a. Phishing 
b. Spoofing 
c. Man-in-the-Middle attacks (MiM) 
d. Clickjacking  

 
7) Technologies that analyze phone calls to identify malicious behavior are known as:  

a. Bioprinting technologies 
b. Phoneprinting technologies 
c. 3D call printing technologies 
d. Audio Imprinting technologies 

 
8) A computer or network site that is created to attract hackers, allowing security experts 

to gather information on attacks and hackers is known as a: 
a. Jam jar 
b. Honeypot 
c. Syrup sieve 
d. Sugar bowl 

 
9) Redirecting traffic in order to record and analyze the efforts of hackers is known as:  

a. Lagooning 
b. Hollowing  
c. Quicksanding 
d. Sinkholing  

 
10) Seventy-one percent of passwords appear on the list of the top 1000 passwords. 

a. True 
b. False 
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